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ISO 27001:2022 Lead Auditor  

ONLINE Course 
IRCA	Course	ID:	0240	

	
	

Recommended	Prior	Knowledge/	prerequisites:	

Recommend	prior	knowledge:	Information	Security	Management	Systems	principles	and	
concepts,	and	the	requirements	of	ISO	27001:2022. 
	
Course	Duration:	

This	Lead	Auditor	Training	Course	for	Information	Security	Management	Systems	is	a	
40	hour	course,	which	is	equally	divided	into	5	consecutive	days.		

	
Learning	Objectives:	

At	the	end	of	this	course,	the	participants	will	be	able	to	audit	the	requirements	of	ISO	
27001:2022	 as	 criteria	 of	 Information	 Security	 Management	 Systems	 and	 be	 able	 to	
conduct	1st,	2nd	and	3rd	party	audit	as	per	ISO27001:2022	requirements.	
	
Knowledge:	
	
Explain	 the	 purpose	 of	 an	 Information	 Security	Management	 Systems,	 of	 Information	
Security	Management	Systems,	of	management	system	audit,	of	third-party	certification,	
and	 the	 business	 benefits	 of	 improved	 performance	 of	 the	 Information	 Security	
Management	Systems.	
	
Explain	 the	 role	 of	 an	 auditor	 to	 plan,	 conduct,	 report	 and	 follow	 up	 an	 Information	
Security	Management	Systems	audit	 in	 accordance	with	 ISO	19011:2018	and	 ISO/IEC	
17021-1:2015,	as	appropriate.	
	
Skills	
	
Plan,	 conduct,	 report	 and	 follow-up	 an	 audit	 of	 an	 Information	 Security	Management	
Systems	to	establish	conformity	(or	otherwise)	with	ISO27001:2022,	and	in	accordance	
with	ISO	19011:2018	and	ISO/IEC	17021-1:2015	where	appropriate.	
	
Certificate	
	
The	E-certificate	will	be	issued	with	soft	signature.	
	
You	may	print	hard	copy	for	your	reference.	
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The	Competency	Assessment	covers:	
	
1. Audit	Role	Play	

2. Audit	Checklist	

3. Auditing	Trail	

 

Who	should	attend?	
	

• Implementors	of	the	ISO	27001	standard	

• Information	security	managers	

• CISO	

• Strategy	and	business	risk	analyzers	

• Legal	and	IT	professionals	

• Implementors	&	consultants	

 
Fee	Structure:	
	
These	fees	include	course	material,	training,	and	the	cost	of	issuing	certificate. 
 
 
 


